






































	Re: Comments on Request for Information and Comment Regarding Extent to Which Model Risk Management Principles Support Compliance with Bank Secrecy Act/Anti- Money Laundering and Office of Foreign Assets Control Requirements: Docket Nos. OP- 1744, FINCEN-2021-0004, NCUA-2021-0007, and OCC-2020-0047; RIN 3064-ZA23.
	Dear Sirs and Madams:
	Comments to Specific Requests
	1. What types of systems do banks employ to support BSA/AML and OFAC compliance that they consider models (e.g., automated account/transaction monitoring, interdiction, customer risk rating/scoring)? What types of methodologies or technologiesdo these systems use (e.g., judgment-based, artificial intelligence or machine learning, or statistical methodologies or technologies)?
	2. To what extent are banks' BSA/AML and OFAC models subject to separate internal oversight for MRM in addition to the normal BSA/AML or OFAC compliance requirements? What additional procedures do banks have for BSA and OFAC models beyond BSA/AML or OFAC compliance requirements?
	3. To what extent do banks have policies and procedures, either specific to BSA/AML and OFAC models or applicable to models generally, governing the validation of BSA/AML and OFAC models, including, but not limited to, the validation frequency, minimum standards, and areas of coverage (i.e., which scenarios, thresholds, or components of the model to cover)?
	4. To what extent are the risk management principles discussed in the MRMG appropriate for BSA/AML and OFAC models? Please explain why certain principles may be more or less appropriate for bank operations of varying size and complexity? Are there other principles not discussed in the MRMG that would be appropriate for banks to consider?
	5. Some bankers have reported that banks' application of MRM to BSA/AML and OFAC models has resulted in substantial delays in implementing, updating, and improving systems. Please describe any factors that might create such delays, including specific examples.
	6. Some bankers have reported that banks' application of MRM to BSA/AML and OFAC models has been an impediment to developing and implementing more innovative and effective approaches to BSA/AML and OFAC compliance. Do banks consider MRMrelative to BSA/AML an impediment to innovation? If yes, please describe the factors that create the impediments, including specific examples.
	7. To what extent do banks' MRM frameworks include testing and validation processes that are more extensive than reviews conducted to meet the independent testing requirement of the BSA? Please explain.
	8. To what extent do banks use an outside party to perform validations of BSA/AML and OFAC compliance systems? Does the validation only include BSA/AML and OFAC models, as opposed to other types of models used by the banks? Why are outside parties used to perform validation?
	9. To what extent do banks employ internally developed BSA/AML or OFAC compliance systems, third-party systems, or both? What challenges arise with such systems considering the principles discussed in the MRMG? Are there challenges that are unique to any one of these systems?
	10. To what extent do banks' MRM frameworks apply to all models, including BSA/AML and OFAC models? Why or why not?
	11, Specific to suspicious activity monitoring systems, the agencies are gathering information about industry practices. The agencies welcome responses to the following, regarding individual bank and common industry practices.
	12. To what extent do banks calibrate the scope and frequency of MRM testing and validation for BSA/AML and OFAC models based on their materiality? How do they do so?




